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The aim of this project is to study the implementation of SSS ( Shamir Secret Sharing Scheme ) Algorithm proposed by Adi Shamir in his ACM publication *‘How to share a secret’* [3] for a “multi-factor authentication” scheme as incorporated in the work by Vishnu Venukumar and Vinod Pathari [1] where the authors try to overcome the security hurdle of “shoulder surfing” in a public “Point of Sale(PoS) Terminal” secret password entry scenario. In their paper [1] , the authors describe “Multi-Factor authentication” as a form of “strong authentication which uses more than one information from a secret password , RFID , fingerprint etc” . One advantage of a “multi-factor authentication” is that even if one or more levels of the secrecy is compromised , depending on the complexity/ depth of the scheme, the stolen key information might not still be adequate to unlock the secret information, which is the main reason why several online services such as internet banking and email services employ multi-factor authentication. The key idea of implementation in the ‘Multi-factor authentication by threshold cryptography” [1] was taken from Adi Shamir’s [2][1] idea of dividing a secret data into ‘n’ distinct pieces called “shares” , or “secret shares” and distribute it among ‘n’ trusted sources and with any of the threshold ‘t’ number of “shares” of the data the original piece of secret information can be retrieved back by Lagrange polynomial interpolation [4] , where ‘t’ <= ‘n’ .

However, with a rising number of bot programs on the internet it is highly possible that a plaintext transfer of “shares” can compromise the security of the system to attacks from bots that can sniff out the transmission. This project aims to figure out the possibilities of adding on CAPTCHA or other forms of bot resistant secret transfer media which can reduce the vulnerabilities that computer bots can exploit in the system.
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